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Don’t Let Your Device Become a Hostage

R a n S W a r EO m

With the advancements of internet and technology, it is now a digital world. 
Our most vital and confidential information is aggregated to our computers 
and devices. This has become an extremely lucrative resource for hackers 

by employing ransomware, targeting end users and companies.

Sources:
Federal Bureau of Investigation:
"Ransomware Prevention and Response for CISOs"
Kaspersky Security Bulletin Statistics 2016
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